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What does this data protec.on informa.on apply to? 
We, Tengelmann Twenty-One KG (T21) or Tengelmann WarenhandelsgesellschaJ KG (TW), are in a business 
rela?onship with you, your employer or your client, which includes both the ini?a?on and execu?on of 
contractual rela?onships within the scope of our business ac?vi?es.  
 
As part of the aforemen?oned ac?vi?es and the corresponding communica?on, we regularly process 
different personal data, as otherwise a business exchange could not take place. Against this background, we 
inform you below in accordance with Art. 13 GDPR, or Art. 14 GDPR if there is no direct collec?on, about 
the processing of personal data in the course of our respec?ve general business ac?vi?es. For certain 
ac?vi?es and the processing of personal data in this context, we also communicate separate data protec?on 
declara?ons (e.g. regarding our website or the applica?on process at T21). 
 
Which data can be processed in detail and how it can be used depends on the type of business rela?onship, 
service or respec?ve ac?vity. Therefore, not all parts of this informa?on will apply to you in full 

Responsible body and data protec.on officer 

The controller within the meaning of Art. 4 No. 7 GDPR for business partners of T21 is 
 
Tengelmann Twenty-One KG 
Mies-van-der-Rohe-Strasse 6 
80807 Munich 
Contact: 
E-mail: info@tengelmann21.de 

 
The responsible body within the meaning of Art. 4 No. 7 GDPR for TW's business partners are in joint 
responsibility pursuant to Art. 26 GDPR: 
 

Tengelmann Twenty-One KG Tengelmann WarenhandelsgesellschaS KG 
Mies-van-der-Rohe-Strasse 6 Mies-van-der-Rohe-Str. 6 
80807 Munich 80807 Munich 
 
Contact: 
E-mail: info@tengelmann21.de 

 
as T21 acts for TW in this respect.  We provide you with the essen?al informa?on on joint responsibility 
below at the end of this data protec?on informa?on in accordance with Art. 26 para. 2 sentence 2 GDPR. 
 
You can contact the (external) data protec?on officer of T21 and TW as follows: 
 

Tengelmann Audit GmbH 
Data Protec?on Officer 
An der Pönt 45 
40885 Ra?ngen 
e-mail: datenschutz@t-audit.de 

Categories of personal data that are processed 

According to Art. 4 No. 1 GDPR, personal data means any informa?on rela?ng to a natural person ("data 
subject") and which can be directly or indirectly adributed to that person.  
 
As part of our business ac?vi?es, it is generally necessary to process various personal data. 

mailto:datenschutz@t-audit.de
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Depending on the ac?vity and case constella?on, these may fall into different categories of personal data 
if the informa?on allows conclusions to be drawn about a natural person, e.g: 
 

- General master data (e.g. name and saluta?on, ?tle, job ?tle) 
- Contact details (such as telephone number, e-mail, address) 
- Data on the business rela?onship (such as history of the business rela?onship, payment 

informa?on, status, other master data) 
- Invoice data 
- Communica?on content (e.g. from personal, telephone or wriden/electronic communica?on) 
- Informa?on about agreed appointments with us (par?cipants, loca?on, date, etc.) 
- addi?onal informa?on that may be required by law (e.g. in accordance with Sec?on 11 of the 

German Money Laundering Act). 

Where do we obtain the personal data that we process? 
If we process personal data from you, we have generally received this directly from you (e.g. through e-
mail signatures, conversa?ons/phone calls, business cards, etc.), from your employer, client (e.g. in the 
course of the contractual rela?onship) or other business contacts (e.g. in the course of recommenda?ons).  
 
However, we may also legi?mately obtain personal data from other sources. These may include various 
publicly accessible sources, such as company websites, commercial registers, company directories or social 
media specialising in business contacts.  

Purposes and legal bases of processing 

We always process personal data as part of our business ac?vi?es in compliance with the provisions of the 
GDPR and all other relevant data protec?on laws and regula?ons. The processing is generally based on one 
or more of the following purposes and legal bases: 
 

a) Fulfilment of (pre- or post) contractual obliga.ons in the context  
business rela.onships 
If we have a direct contractual rela?onship with you as a person or we are in the process of 
nego?a?ng a contract (e.g. for the provision or use of a service), we will process your personal data 
on the basis of Art. 6 para. 1 lit. b GDPR (fulfilment of (pre-)contractual obliga?ons). 
 
If you are not a contractual partner yourself, but e.g. an employee of a (poten?al/current/former) 
business partner, personal data will be processed - if necessary - to ini?ate, fulfil or terminate a 
business rela?onship on the basis of the legi?mate interest Art. 6 para. 1 lit. f GDPR. The economic 
fulfilment of our business purpose and the mutual fulfilment of contractual obliga?ons arising from 
business or corporate rela?onships represent both our legi?mate interest and - at least in part - the 
legi?mate interest of our business partners. 
 

b) Fulfilment of legal obliga.ons 
We are subject to various legal obliga?ons, such as various tax laws, commercial law requirements 
or the Money Laundering Act. Personal data may also be processed in the context of the fulfilment 
of the various obliga?ons, e.g. in the course of the fulfilment of statutory reten?on or repor?ng 
obliga?ons. If we have to process personal data in the course of fulfilling legal obliga?ons, Art. 6 
para. 1 lit. c GDPR (in conjunc?on with the respec?ve legal standard for the specific obliga?on) 
serves as the legal basis for the processing of personal data. Insofar as the processing of personal 
data is not expressly prescribed in the respec?ve legal standard, but processing is necessary to fulfil 
the respec?ve legal obliga?ons, we base the processing on our legi?mate interest pursuant to Art. 
6 para. 1 lit. f GDPR in the fulfilment of the legal requirements. 
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c) Other opera.onal purposes and legi.mate interests 

In addi?on to the above-men?oned purposes, there may be other legi?mate reasons for processing 
personal data, each of which is based on the corresponding legi?mate interest (pursuant to Art. 6 
para. 1 lit. f GDPR) on our part or on the part of a third party, provided that the interests of the data 
subjects worthy of protec?on do not prevail. This may include the following processing purposes: 
 
- Intra-group administra?ve purposes based on division of labour 
- Asser?on of legal claims and defence in legal disputes 
- Ensuring the security and stable opera?on of our IT systems and further developing these 

measures 
- Op?misa?on of our processes 
- Exercising our domiciliary rights, visitor management and access controls 
- Fraud preven?on, preven?on and inves?ga?on of criminal offences 
- Measures to reduce business risks and for quality assurance 
- Implementa?on of due diligence measures 
- Anonymisa?on of informa?on in order to be able to carry out extended evalua?ons without a 

possible personal reference. 
 

For some of the above-men?oned processing purposes, legal obliga?ons may also be the legal basis 
for processing (e.g. to ensure IT security, fraud preven?on, preven?on and inves?ga?on of criminal 
offences, see again the above informa?on under point b)). 

 
d) Processing on the basis of consent 

If we process personal data on the basis of consent in accordance with Art. 6 para. 1 lit. a GDPR, we 
will obtain this separately from you and inform you in this context, among other things, about the 
purposes of the processing. If you have given your consent, you have the right to withdraw your 
consent at any ?me without giving reasons. To do so, please use the contact details provided in the 
consent process or contact the controller using the general contact details provided above. 

Categories of recipients of personal data 
Access to personal data within T21 is granted to the departments and employees who are entrusted with 
the execu?on of the respec?ve business processes to fulfil the above-men?oned purposes.  
 
As is usual in general business opera?ons, we also make use of external or internal resources or may have 
to transmit informa?on to public bodies in order to fulfil our contractual and/or legal obliga?ons. In this 
context, we only transfer personal data to third par?es if this is necessary and legally permided for the 
above-men?oned purposes or if we have been given prior consent. Depending on the individual case, 
external or group-internal partners may be considered either as processors on our behalf in accordance 
with Art. 4 No. 8 GDPR, as a separate controller in accordance with Art. 4 No. 7 GDPR or as joint 
controllers with us in accordance with Art. 4 No. 7 in conjunc?on with Art. 26 GDPR. 
 
We select and u?lise external service providers in accordance with internal data protec?on standards and 
the corresponding legal requirements (e.g. the conclusion of corresponding contracts in accordance with 
Art. 28 GDPR for processors).  
 
Personal data may be transmided to the following categories of recipients, among others: 
 

- Affiliated companies 
- IT and telecommunica?ons service provider 
- Logis?cs and postal service provider 
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- Auditors, accountants and auditors 
- Credit ins?tu?ons and providers of payment services 
- Service provider for file and data carrier disposal 
- if necessary, depending on the individual case, collec?on service providers, lawyers, notaries, 

insolvency administrators, authori?es, courts or other public bodies. 

Data transfer to recipients outside the European Economic Area 
The transfer of personal data to so-called third countries (countries outside the European Economic Area 
in which the GDPR does not apply) or an interna?onal organisa?on is generally not intended. Should such 
transfers nevertheless be necessary, they will be kept restric?ve and will only take place in excep?onal 
cases if an adequate level of data protec?on can be ensured or if this is permided in excep?onal cases in 
accordance with Art. 49 GDPR. An adequate level of data protec?on can be ensured, for example, by the 
existence of a valid adequacy decision by the European Commission in accordance with Art. 45 GDPR or 
suitable guarantees in accordance with Art. 46 et seq. GDPR (e.g. EU standard contractual clauses and 
supplementary safeguards).  

Storage dura.on 
We process and store personal data for as long as it is necessary for the above-men?oned purposes and/or 
for compliance with legal obliga?ons and un?l all mutual claims have been fulfilled. Legal obliga?ons 
regularly arise from legal obliga?ons to provide evidence and retain data, e.g. from the German Commercial 
Code or the German Fiscal Code. Reten?on periods can be up to ten or more years. It may also be necessary 
to retain personal data for the period during which claims can be asserted against us (statutory limita?on 
periods of up to 30 years may apply in certain cases). 

Do I have to provide personal data? 
In some cases, we may be obliged to collect certain personal data due to legal provisions for the 
conclusion, implementa?on and/or termina?on of our business rela?onships. Apart from any statutory 
provisions, there are no fundamental obliga?ons to collect personal data. You can therefore refrain from 
providing personal data at any ?me. However, if you do not provide us with personal data, we may not be 
able to carry out the respec?ve pre- or post-contractual measures or the contractual rela?onship with you 
or your employer/client or process your request. 

Rights of the data subjects 
If we process your personal data, you have the following rights in rela?on to the processing of your 
personal data, which you can assert against us at any ?me: 
 
Right to informa?on, erasure and rec?fica?on 
Within the framework of the applicable legal provisions, you have the right to free informa?on (Art. 15 
GDPR) about your processed personal data and to further informa?on in accordance with Art. 15 para. 1 
lit. a to h GDPR at any ?me. Please note any relevant restric?ons according to § 34 BDSG. Furthermore, 
you may have a right to rec?fica?on (Art. 16 GDPR) or erasure (Art. 17 GDPR) of this data. The right to 
erasure may be restricted in cases pursuant to Art. 17 (3) GDPR (e.g. if the data is required for the 
establishment, exercise or defence of legal claims). Furthermore, reasons according to § 35 BDSG may 
prevent an obliga?on to erase. 
 
Right to restric?on of processing 
You have the right to request the restric?on (or blocking) of the processing (Art. 18 GDPR) of your personal 
data. The right to restric?on of processing exists in cases of Art. 18 para. 1 lit. a to d GDPR. 
If the processing of your personal data has been restricted, this data - apart from its storage - may only be 
processed with your consent or for the establishment, exercise or defence of legal claims or for the 
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protec?on of the rights of another natural or legal person or for reasons of important public interest of the 
European Union or of a Member State. 
 
Right to data portability 
You have the right to have the personal data concerning you, which we process automa?cally on the basis 
of your consent or in fulfilment of a contract, handed over to you or to a third party in a common, 
machine-readable format (Art. 20 GDPR). If you request the direct transfer of the data to another 
controller, this will only be done insofar as it is technically feasible. 
 
Right to object to the processing 
If we process your personal data on the basis of legi?mate interests (Art. 6 para. 1 lit. f GDPR) (including 
any profiling), you have the right to object to the processing of your personal data at any ?me for reasons 
arising from your par?cular situa?on (Art. 21 GDPR). We will then no longer process your data for 
this/these purpose(s), unless our legi?mate interests prevail or the processing serves the establishment, 
exercise or defence of legal claims. Notwithstanding the above, you can object to the processing of your 
personal data for direct marke?ng purposes at any ?me without giving reasons. This also applies to any 
profiling associated with such direct adver?sing. 
 
Right to withdraw consent 
If consent serves as the legal basis for processing, consent can be withdrawn at any ?me without giving 
reasons (Art. 7 para. 3 GDPR). Withdrawal only applies to the future. This means that the withdrawal of 
consent does not render the previous processing unlawful un?l the withdrawal of consent is received. 
 
Right to lodge a complaint with a supervisory authority 
If you believe that there has been a breach of the GDPR, you have the right to lodge a complaint with a 
supervisory authority, in par?cular in the Member State of your habitual residence, place of work or place 
of the alleged infringement (Art. 77 GDPR). The right to lodge a complaint is without prejudice to any 
other administra?ve or judicial remedy. The supervisory authority responsible for us is the Bavarian State 
Office for Data Protec?on Supervision (BayLDA), Ansbach. 
 
To exercise your rights, please contact us, the contact details can be found under the informa?on on the 
responsible body and data protec?on officer. 
If rights of data subjects are asserted, personal data will also be processed in this context in order to respond 
to the enquiry. The processing of personal data is carried out to fulfil a legal obliga?on on the basis of Art. 6 
para. 1 lit. c GDPR. 
 

Is automated decision-making or profiling carried out? 

No, automated decision-making based on personal data - including profiling - does not take place. Should 
this be different in excep?onal cases, we will inform you separately. 

Changes to the data protec.on informa.on 

As our business ac?vi?es and processes are subject to change, we may also have to amend our data 
protec?on informa?on accordingly. If the purposes of the processing for which we originally collected your 
personal data change, we will inform you accordingly.  
You can also find the latest version of this data protec?on informa?on at 
hdps://tengelmann21.com/datenschutzbes?mmungen/).  

https://tengelmann21.com/datenschutzbestimmungen/
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Informa.on on joint responsibility pursuant to Art. 26 para. 2 sentence 2 
As part of TW's opera?ons, TW and T21 work together in a division of labour and are responsible for the 
processing of personal data with different func?ons and tasks. The companies are therefore jointly 
responsible for the protec?on of your personal data within the corresponding func?onal and task areas 
(Art. 26 GDPR). 
 
What does this mean for you and other data subjects within the meaning of the GDPR? 
Even if there is joint responsibility, we fulfil the data protec?on obliga?ons in accordance with our 
respec?ve responsibili?es for the individual relevant func?onal and task areas. In addi?on, the following 
has been agreed: 

- T21 ensures that the informa?on required under Art. 13 and 14 GDPR is provided to data subjects 
free of charge in a concise, transparent, intelligible and easily accessible form, using clear and 
plain language, including through this Privacy Policy. 

- Pursuant to Art. 26 (3) GDPR, data subjects may in principle assert their data subject rights against 
each of the controllers. The par?es have also agreed that the above-men?oned contact details of 
T21 and the Data Protec?on Officer will serve as the primary point of contact for asser?ng the 
rights of data subjects. T21 is also responsible for processing the corresponding enquiries within 
the scope of joint responsibility. 

If you require further informa?on on joint responsibility, you can contact any of the companies involved or 
the data protec?on officer. The contact details can be found at the beginning of this privacy policy under 
the details of the controller and the data protec?on officer. 

 

 


